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Abuse of personal data 
Personal data may have been used carelessly or illegally. 
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Violation of academic integrity (AI) 
Academic integrity is endangered: plagiarism, data falsification or 
theft of intellectual property are risks. 

Integrity risks 

Abuse of facilities 
You have witnessed the inappropriate use of University 
property, such as buildings, equipment and office 
supplies. 

Abuse of networks 
UG computer systems have possibly been misused, for example 
to send emails or to steal login data. 
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It is usually sufficient       
to discuss it with the 
person concerned 
and/or with colleagues. 
You can always directly 
consult the Confidential 
Advisor. If necessary, 
the matter may be 
further taken care of  
in the organization. 

Central 
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for data 
breach 

Security Breach 
There appears to be a data leak, hacking or the loss/theft 
of sensitive data (from a USB stick, laptop, etc.). 
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Conflict of interests 
Someone seems to favour themselves or their relationships at 
the expense of the UG, or there is doubt regarding ancillary 
activities. 
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Abuse 
You suspect that certain situations or the behaviour of 

staff members may be harmful to the University. 

Complaints Committee 
for sexual harassment, 

aggression, violence 
and discrimination 

(SIAGD) 

Undesirable behaviour 
You have identified undesirable and disrespectful 
behaviour, including sexual and non-sexual intimidation, 
aggression and discrimination. 
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